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Abstract—Conflagration is one of the major disasters that
threatens human life and property. If the proper action is not
taken in detecting the symptom of conflagration events ahead
of time, the number of such disasters will keep increasing. An
effective solution in this context will alleviate many fire-related
global problems to a great extent. Although fire detectors are not
available in many places, WiFi networks are increasingly preva-
lent nowadays. Motivated by the previous works that used WiFi
signals for the purpose of environment monitoring and activity
recognition, we make an attempt to use WiFi signals to detect
fire. Through several experiments, we find that fire influences
the transmission of wireless signals uniquely, and consequently
it affects the amplitude and phase of the resultant Channel State
Information (CSI). Based on this observation, in this paper, we
propose a device-free fire detection system, namely Wi-Fire, using
commercial WiFi devices. To the best of our knowledge, this is the
first work that leverages CSI of radio frequency (RF) signal to
detect fire events using existing wireless infrastructure without
requiring any additional device. We implement our proposed
system on desktop computers equipped with commercial 802.11n
network interface cards (NICs). Comprehensive experiments have
been conducted for different scenarios in different environments
to verify the effectiveness of our proposed system. The results
verify that the fire detection accuracy of this training-based
system is up to 96.67% on average.

I. INTRODUCTION

Conflagration is one of the most destructive disasters, and

can damage human life and wealth at the worst possible level.

Around 4, 000, 000 fire events occur every year on earth. The

death toll of these disasters is as high as 40, 000 people

and the economic losses account for 3.2% of gross national

product (GNP). With the gradual sociological development,

the aforementioned statistics even show a rising trend.

Many recent memorable aggravated such disasters remind

us that an efficient and flexible fire detection method is

urgently required. There are some existing fire detection

methods based on different technologies. However, they all

have their own limitations. For example, sensor-based fire

detection method [1] uses different types of sensors to detect

fire. It requires dedicated extra devices, and hence it cannot

be used extensively due to its high cost. Ultrasound-based fire

detection method [2] utilizes the ultrasonic wave to monitor

the influence of fire on the air flow. It has high false negative

rate (FNR). The last one is based on Received Signal Strength

Indicator (RSSI) [3] of radio frequency (RF) signal, which

detects the influence of fire on wireless channels. It has high

FPR because of using the coarse-grained technology.

There are some existing works that use WiFi signal to

detect falls, gestures and respiration [5, 6, 8]. Motivated by

these works, we want to detect fire using WiFi signal. To

achieve this, the key idea is that hot enough flame may

become ionized to produce plasma, which responds strongly to

electromagnetic fields. However, to implement an unobtrusive

fire alarm system, there are still many challenges. First, it is

hard to distinguish whether the affected CSI [9] is caused

by fire or environmental disturbance. Moreover, the influence

caused by fire is not very obvious, and cannot be captured

directly with raw data. We conduct extensive experiments for

several different scenarios, and finally we conclude that fire

can influence WiFi signal uniquely.

In this paper, we study wireless radio propagation in

a domestic environment under fire both theoretically and

experimentally. Through a number of experiments and the

corresponding analyzed data, we find that if there is symptom

of fire in some environment, the resultant flame influences

the transmission of WiFi signal, which leads to scattering

effects on the signal. This observation is nicely illustrated

in Fig. 1. As a result, the amplitude and phase of received

signals change because of multipath effects. Based on the

outcome of our study, we design a commodity WiFi-based

device-free indoor fire alarm system, namely Wi-Fire. The

proposed system does not require any dedicated device, and

hence it incurs lower cost and higher applicability. Moreover,

it utilizes fine-grained CSI of WiFi signal, which ensures high

accuracy and reliability. In our experiments, we have collected

data in different environments, such as home, laboratory and

roof of a house. Followed by the collection of CSI data,

Wi-Fire passes through feature extraction and training-based

classification phases. In the feature extraction phase, Discrete

Wavelet Transform (DWT), Power Spectral Density (PSD) and

phase differences are applied to extract the amplitude and

phase information of CSI, and finally an activity classifier

using Random Forest learning algorithm is applied to detect

fire event. The main contributions of this paper are summarized

as follows.

• We exploit the feasibility of using fine-grained CSI of RF

signal in developing a device-free fire detection system.

To the best of our knowledge, this is the first work that

leverages CSI of WiFi signal to detect fire.

• We reconstruct the radio propagation model that takes
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fire in an indoor environment into full consideration.

Followed by data processing and feature extraction phas-

es, we apply training-based Random Forest classifier to

detect fire events.

• We conduct extensive experiments for both line-of-sight

(LOS) and non-line-of-sight (NLOS) scenarios in two

typical indoor environments, i.e., laboratory and home.

The rest of the paper is organized as follows. First, we

review the existing works related to this paper in Section

2. In Section 3, we introduce some preliminary concepts

related to the proposed system. Followed by the description

of components and fire profiling, in Section 4, we describe

the mechanism of the system in detail. We evaluate the

performance of our proposed system in Section 5. Finally,

Section 6 concludes the paper.

II. RELATED WORK

In this section, we review the existing works from two

perspectives, i.e., fire detection and WiFi CSI-based activity

recognition.

A. Work on Fire Detection

Sensor-based fire detector detects the variances of envi-

ronment with sensors. Temperature-sensing-based fire detector
[1] detects the velocity of temperature rise and the temperature

difference between fire-erupted and fire-free environments.

Smoke-sensing-based fire detector [4] detects the liquid or

solid smoke particles released in a fire-event. Light-sensing-
based fire detector [1] (also named as flame detector) detects

the infrared, ultraviolet or visible light. Mixed fire detectors
are equipped with the features of multiple aforementioned fire

detectors. All these commercial fire detectors need dedicated

devices. Some of them may have the advantages in terms

of accuracy. However, these may also suffer from some

disadvantages, such as high cost and high sensitivity, etc.

Ultrasound-based fire detector [2] utilizes ultrasonic wave

to monitor the influence of fire on air flow. This method is

novel and has received some attention from the academia.

However, this method has high FPR, and consequently it needs

the help from other sensors.

RSSI-based fire detector [3] uses RSSI to measure the

influence of fire on wireless signals. Typically, this method

exploits wireless signals of WiFi devices. However, RSSI is a

coarse-grained information of wireless signals, which means

that it only can provide aggregated information about the

wireless channel. Therefore, the use of RSSI in detecting fire

may cause high FPR/FNR.

Unlike the aforementioned approaches, our CSI-based fire

detection technique utilizes subcarrier-based technology to

extract fine-grained information from wireless channels. Con-

sequently, it is possible to detect fire incidents more accurately

using this technique. Moreover, our technique does not require

any extra dedicated device and can report the real-time envi-

ronment information instantly with minimal delay to the fire

alarm system.

B. Work on WiFi CSI-based Activity Recognition

Previously, researchers utilized the CSI trace of commer-

cial WiFi devices for monitoring environments and activity

recognition. For example, WiFall [5] and RT-Fall [6] use WiFi

signals to detect the fall of certain objects. Ali et al. [7]

exploit the CSI to extract keystroke recognition information

in a controlled setting. Wag et al. [8] employ CSI of WiFi

signals to detect human respiration events.

III. PREFACE

In this section, we first introduce the basic concept of CSI in

commodity Wi-Fi devices, and then we portray our observation

in this context via extensive experiments.

A. Elaboration of CSI

In domestic environments, signals are easily affected by

multiple paths, such as ceiling, floor, walls and furniture. CSI

of wireless signals can present the corresponding environments

[6] accurately. In a narrowband flat-fading channel, the channel

is modeled as

y = Hx+ n, (1)

where y and x represent the receive and transmit signal vectors,

respectively; n denotes the channel noise vector; and H is the

CSI matrix. As noise is often modeled by circular symmetric

complex normal distribution with the parameter n ∼ cN(0, ξ),
H can be estimated as Ĥ =

y
x .

Current WiFi standards use orthogonal frequency division

multiplexing (OFDM) technique in their physical layer to

split its spectrum band (20MHz/40MHz) into multiple sub-

bands, namely subcarriers. Moreover, these standards specify

to transmit data over multiple subcarriers simultaneously,

which improves efficiency and accuracy of the system greatly.

The wireless signal carried by each subcarrier has amplitude

and phase, and it is given by h = |h|ej sin θ. Here, |h| and θ
are the amplitude and phase, respectively.

B. Our Experimental Observation

Fire is the rapid oxidation of a material in the exothermic

chemical process. If hot enough, the flame may become

ionized and produces plasma, which responds strongly to

electromagnetic fields. Through several experiments, we find

out that if fire takes place, the resultant flame influences the

transmission of WiFi signals. Hence, the received signals can

characterize fire events as additional signaling paths introduced

due to scattering. As shown in Fig. 1, we see that the amplitude

of wireless signals change in a fire-erupted environment. Fig.

2 shows that fire event also changes the phases of wireless

signals.

IV. SYSTEM FRAMEWORK

In this section, we first introduce the structure of our device-

free fire detection system. We also describe the algorithms

for extracting the features of CSI trace, and the classifier to

distinguish fire events from the no-fire one.
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(a) LOS Distance = 2m (b) LOS Distance = 4m (c) NLOS Distance = 2m (d) NLOS Distance = 4m

Fig. 1: Sample raw data of WiFi signal from fire-free to fire-erupted scenario.

Fig. 2: A sample phase difference of WiFi signal from fire-free

to fire-erupted scenario.

A. System Overview

Wi-Fire works in a situation when there is no one in the

fire-erupted area. Now, the question is that how we do know

that the change of signal is caused by fire? First, the variances

of CSI caused by fire is entirely different from that caused by

human activities as human activities lead to drastic changes

of waveforms in subcarrier level. Second, dropping of objects

from a high place or blowing of curtains due to wind influence

CSI. However, these events are temporal and inconsistent, and

these lead to sharp and dynamic changes of CSI over a short

period of time. For the fire event, the change of wireless signal

on each subcarrier is relatively small and stable, and it does

not change the shape of entire waveform. In Wi-Fire, we can

set threshold to distinguish aforementioned two events.

Wi-Fire enables commodity WiFi devices to detect fire using

CSI. Fig. 3 illustrates the framework of Wi-Fire. It consists

of a transmitter and a receiver. Typically, AP equipped with

one antenna is considered as transmitter, and a mobile device

(e.g., laptop) equipped with three antennas is considered as

receiver. Wi-Fire consists of three main functional modules,

i.e., sensing, data processing and alert modules.

Sensing module is responsible to monitor the change of

environments. It basically collects CSI traces from subcarriers,

and pass them to the next module. The most important part of

the system is data processing module which is used to extract

features from CSI traces, and then determine whether a fire

event is about to take place. There are three main steps in the

data processing module, as shown in Fig. 4, namely data filter-

ing, feature extraction, classification and feedback modules. At

the first step, data filtering techniques are required as CSI data

collected by commodity WiFi NICs is easily affected by the

Fig. 3: System overview.

Fig. 4: Feature extraction procedure.

subtle changes in the environment. Since we have MTx
×MTr

(MTx
and MTr

are the number of transmit and receive

antennas, respectively) links and each link is associated with

30 subcarriers, direct usage of CSI trace collected from all

subcarriers of all links is computationally intensive. Therefore,

we choose Principal Component Analysis (PCA) to compress

data and extract the main components. Subsequently, we apply

DWT to separate high and low frequency information, and

PSD to transform CSI trace collected over a period of time

into its power density. Phase difference implies the variance

of signal between a pair of antennas, and it is also sensitive to

the change of environment [6]. Consequently, we also extract

phase difference of signal waveforms to characterize the

influence of fire on the corresponding signal. Finally, Random

Forest is adopted to classify data based on aforementioned

features. The last one, feedback module, cooperates with the

alert module and provides feedback to refine the detection and

decision-making algorithms.

When the data processing module ensures that there is fire,

the alarm module is triggered. If the alarm is turned off by
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Fig. 5: A sample spectrogram for both fire and no fire

scenarios.

some person, it might be a false alarm and he/she does not

need any help. Otherwise, a message is delivered automatically

to the Internet for help.

B. Fire Profiling

The objectives of the fire profiling stage are three-fold,

which are 1) filtering out signal noise; 2) extracting both am-

plitude and phase features; 3) classifying extracted information

to detect fire. These objectives are achieved by applying PCA,

Butterworth Filter, DWT, PSD, phase difference and Random

Forest techniques/algorithms.

1) De-Noising: The CSI is collected over 30 subcarriers for

3 data streams. The collected information reflects the signal

diversity in frequency and space domains. Since CSI is slightly

influenced by environmental noise, this information must be

processed with butterworth filter and PCA before applying the

feature extraction techniques on these.

• Butterworth Filter: As shown in Fig. 5, we observe

that the frequency variation caused by fire over a period

of time is about 50Hz. In this case, Butterworth low-

pass filter is a good choice and can preserve better

phase information of the signal and has the maximal

flat amplitude response in the passband. Since we collect

CSI data at 1000 samples per second rate, the cut-off

frequency is set to Wc =
2×π×f

Fs
≈ 0.03rad/s.

• PCA: Empirically, we find out that the impact of fire

event on each subcarrier is relatively small, and therefore

we decide to apply PCA [12] to enlarge the influence.

PCA is mainly used to reduce the dimension space of

data while keeping the characteristics of data intact. In

our experiments, in order to reduce computational cost,

we apply PCA on each instance of data at first to obtain

p principal components. As a result, we obtain a matrix

with dimension p × N , where N is the number of in-

stances of the collected data set per second. Empirically, a

few upper-level principal components contain significant

and stable variations in CSI values caused by fire, and

hence we set p = 4. The detailed breakdown of this

process is given as follows.

1) Preprocessing: Among the data set, for the sake of

convenience, the CSI of collected data over every

1 second interval is captured in matrix H. This

Fig. 6: A sample outcome of DWT technique.

formatting of data brings convenience to the latter

processing stage. At the first step, we subtract the

constant offsets from CSI of each subcarrier in

order to remove the static components, which is the

average value of CSI amplitude over a period of

time.

2) Calculate correlation matrix: We calculate the mean

of each column, and then observe the deviation

between individual and mean values. Finally, we

compute 1
N H × HT correlation matrix.

3) Calculate eigenvectors: From the correlation matrix,

we calculate eigen vectors qi, i = 1, · · · via eigen

decomposition.

4) Reconstructing signal: We construct a new signal

matrix using correlation matrix and eigen vectors,

which is hi = qi × H, where qi is the ith eigen

vector and hi is the ith principal components, re-

spectively.

2) Features Extraction: The changes of signals due to fire

events are so tiny that it is easy to have false alarm, and hence

we adopt several algorithms to extract amplitude and phase

features, which can bring more accuracy in detecting fire and

make the system robust.

• DWT: We apply DWT to compress the main components,

which eventually facilitates signal-level analysis in both

time and frequency domains. DWT helps us to extract tiny

difference from original signals.We apply this method

for some possible wavelets, such as Daubechies, Sym-

lets and Coiflets [14]. Based on their performance, we

select the Daubechies D1 wavelet and use approximation

coefficients to represent the shape features of waveforms.

As shown in Fig. 6, by applying DWT, we can figure out

the tiny difference of signal due to fire.

• PSD: We apply PSD to transform the CSI data collected

over a period of time into its power intensity in the

frequency domain via Fast Fourier Transform (FFT). The

power spectrum describes the distribution of power in

terms of frequency components [8]. As shown in Fig. 7,

we clearly find out that fire mainly influences the signal

in low frequency domain.

• Phase Difference: Phases provided by commercial NICs

are randomly distributed and the analysis of its feature

is hard. As mentioned in [6], phases can be calibrated
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Fig. 7: A sample outcome of PSD technique.

through phase difference value over a pair of antennas.

Moreover, from [15], we know that phase difference is

sensitive to the environment as it is the sum of individual

variance across two antennas. Fig. 8 compares some

sample phase differences for both fire and no-fire cases.

3) Classification: Random Forest is adopted to classify the

processed data. We randomly sample data from the training

data while considering the replacement, and then construct

a number of Decision Trees with the sampled data. Decision

Trees finally vote for the classification of test data. The training

procedure of this algorithm is as follows.

Step 1: We calculate the Gini coefficient of the sampled

data, which is as follows

Gini(S) = 1−
m∑

i=1

Pi
2, (2)

where Pi is the frequency of samples in feature class i, m is

the number of feature classes, and S is the sampled data.

Step 2: We split the nodes in data set S, and compute Gini

coefficient of the split data set as follows

Ginisplit(S) =
|S1|
|S| Gini(S1) +

|S2|
|S| Gini(S2). (3)

Step 3: We continue spliting the nodes in set S via the

minimum Gini index. Over the split data set, we continue

applying Step 1 and Step 2 until all nodes become leaves of

a tree.

The classification procedure of this algorithm is as follows.

Step 1: Given test data X and the number of decision trees

k, we have

R(X) = max

k∑

i=1

I(ri(X) = y), (4)

where R(X) is the classification result of Random Forest

algorithm, ri(X) is the classification result of decision tree i,
y represents the goal of the classification and I(.) symbolizes

the Characteristic Function.

Step 2: The last step is to calculate the proportion of R(X)
according to voting.

(a) Roof of a house
with LOS scenario.

(b) Lab environment
with LOS scenario.

(c) Lab environment
with NLOS scenario.

Fig. 9: Different experiment environments and scenarios.

4) False Alarm and False Positive: While analyzing data,

we found that two antennas in the AP are close to each other.

Consequently, both antennas receive data from two separate

links and it might lead to false alarm. Therefore, we remodel

the AP in order to make sure that only one antenna works at

a time.

V. EXPERIMENTS AND PERFORMANCE EVALUATION

In this section, we first describe the details of the exper-

imental settings and the implementation of our system, Wi-

Fire. Then, to justify the effectiveness of WiFire, we show the

results of our experimentation.

A. Experimental Setup

We use HP desktop with Intel Link 5300 WiFi NIC as a

receiver, which has 3.2GHz Intel(R) Pentium 4 CPU, 4GB

RAM, and Ubuntu 14.04 operating system. TP-Link DWR

7500 WiFi router is a transmitter that operates in 802.11n AP

mode in 5GHz band. In detail, the transmitter has 1 antenna,

and the receiver has 3 antennas. As shown in Fig. 10, we

conduct our experiments in lab and home environments. The

area of the first test environment is about 8× 5 square meter

and it has two sofas and one desk. The area of the second test

environment is about 3×4 square meter, and this does not have

any other furniture. We place the transmitter and the receiver

at 2m and 4m distance for both LOS and NLOS scenarios. In

the LOS case, the fire source is placed in the middle of the

transmitter and the receiver. We send ICMP ping packets from

the WiFi router to the desktop at 1000 packets/s rate.

B. Data Collection

We collect data mainly for three different scenarios, i.e.,

before, on, and after the fire event. We send ICMP ping packets

continuously in order to understand the variance of wireless

signals intuitively for these different scenarios.

C. Experimental Results

1) Classification Accuracy:
• Accuracy of LOS-based experiments: We select 10 sam-

ples for each scenario to train the classifier randomly, and

the rest of the samples are used for testing. As shown in

Fig. 9, in this case, we achieve at least 96.67% accuracy

regardless of the experiment sites (e.g., home, lab or roof

of a house).

• Accuracy of NLOS-based experiments: Similar to LOS-

based experiments, we select 10 samples for the training

purpose, and the rest of the samples for the testing
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(a) LOS Distance = 2m (b) LOS Distance = 4m (c) NLOS Distance = 2m (d) NLOS Distance = 4m

Fig. 8: A sample outcome of phase difference.

Fig. 10: Average fire detection accuracy in different experi-

ment environments and scenarios.

purpose. For this case, we achieve 95.5% and 87.96%

fire detection accuracy at 26.5◦ and 45◦ NLOS angles,

respectively, as shown in Fig. 10.

• Accuracy for other scenarios: To verify the robustness of

the system, we also simulate the case when there is no

one at home. When someone walks around, the alarm

module of our system is not triggered as the variance of

CSI caused by walking around is totally different from

that caused by fire.

2) Resistance to Environmental Dynamics: Given the fact

that CSI is sensitive to environments, our goal is to propose

a fire detection system which is resilient to environmental

dynamics. We conduct experiments in different locations, such

as home, laboratory rooms and roof of a house, and have

proved its robustness.

VI. CONCLUSION

In this paper, we proposed a WiFi signal-based fire detec-

tion, which takes the advantages of wireless physical layer

information CSI in commercial NICs. Unlike the previously

proposed fire detection methods, the proposed system does

not incur additional cost as WiFi networks are widespread

nowadays. As per the mechanism of the system, we collected

CSI trace from different channels of WiFi networks. Then,

we proposed several methods to extract the features from the

collected CSI trace. Finally, we applied a supervised learning

model, Random Forest, to detect the fire event if it really

takes place. In order to verify the effectiveness of the system,

we designed several experimental scenarios in typical indoor

environments. The results show that the accuracy of the fire

detection system can be up to 96.67% and 95.5% for LOS and

NLOS scenarios, respectively.

ACKNOWLEDGMENT

This research was supported in part by the China

NSFC Grant 61472259, 61502313, Shenzhen Science and

Technology Foundation (No. KQCX20150324160536457,

JCYJ20150324141711621), Guangdong Talent Project

2014TQ01X238, 2015TX01X111 and GDUPS (2015).

REFERENCES

[1] Y. R. Sivathanu and L. K. Tseng. “Fire detection using time series analysis
of source temperatures.” Fire Saf. J., vol. 29, no. 4, pp. 301, Nov. 1997.

[2] H. Ruser and Y. Magori. “Fire detection with a combined ultrasonic-
microwave Doppler sensor.” in Proc. IEEE Ultrasonics Symposium, 1998,
vol. 1, pp. 489C492.

[3] T. Antoine-Santoni, J.-F. Santucci, E. de Gentili, X. Silvani, and F.
Morandini. “Performance of a Protected Wireless Sensor Network in a
Fire. Analysis of Fire Spread and Data Transmission.” IEEE Sensors, vol.
9, no. 8, pp. 5878C5893, Jul. 2009.

[4] C. L. Smith. “Smoke detector operability survey: report on findings.” US
Consumer Product Safety Commission, Bethesda, MD, 1993.

[5] Y. Wang, K. Wu, and LM. Ni. “WiFall: Device-free Fall Detection by
Wireless Networks”, IEEE Trans. Mobile Comput., Vol. 16, No. 2, Pages
581-594, 2017.

[6] H. Wang, D. Zhang, Y. Wang, et al. “RT-Fall: A Real-time and Contactless
Fall Detection System with Commodity WiFi Devices.” IEEE Trans.
Mobile Comput., 2016.

[7] K. Ali, AX. Liu, W. Wang, and M. Shahzad. “Keystroke recognition using
wifi signals.” in Proc. ACM MobiCom, 2015.

[8] H. Wang, D. Zhang, J. Ma, Y. Wang, Y. Wang, D. Wu, T Gu, and B.
Xie.“Human respiration detection with commodity wifi devices: do user
location and body orientation matter?.” in Proc. ACM UbiComp, 2016.

[9] K. Wu, J. Xiao, Y. Yi, D. Chen, X. Luo and LM. Ni, “CSI-based Indoor
Localization”, IEEE Trans, Parallel Distrib. Syst., Vol. 24, No. 7, Pages
1300-1309, July 2013.

[10] D. Halperin, W. Hu, A. Sheth, and D. Wetherall. “Tool release: gathering
802.11 n traces with channel state information.” ACM SIGCOMM
Comput. Commun. Rev. 41.1 (2011): 53-53.

[11] L. Wang, X. Qi, J. Xiao, K. Wu, M. Hamdi, and Q. Zhang. “Exploring
Smart Pilot for Wireless Rate Adaptation”, IEEE Trans. Wirel. Commun.,
Vol. 15, No. 7, Pages 4571 - 4582, 2016.

[12] W. Wang, AX. Liu, M. Shahzad, K. Ling, and S. Lu. “Understanding
and modeling of wifi signal based human activity recognition.” in Proc.
ACM MobiCom, 2015.

[13] L. Wang, K. Wu, and M. Hamdi.“Combating Hidden and Exposed
Terminal Problems in Wireless Networks”, IEEE Trans. Wirel. Commun.,
Vol. 11, No.11, Pages 4204-4213, Nov 2012.

[14] G. Wang, Y. Zou, Z. Zhou, K. Wu, and LM. Ni. “We Can Hear You
with WiFi!”, IEEE Trans. Mobile Comput., Vol. 15, No. 11, Pages 2907
- 2920, 2016.

[15] C. Wu, Z. Yang, Z. Zhou, K. Qian, Y. Liu, and M. Liu. “PhaseU: Real-
time LOS identification with WiFi.“ in Proc. IEEE INFOCOM, 2015.

IEEE ICC 2017 Next Generation Networking and Internet Symposium



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles false
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo false
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Arial-Black
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /ComicSansMS
    /ComicSansMS-Bold
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FranklinGothic-Medium
    /FranklinGothic-MediumItalic
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Gautami
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /Impact
    /Kartika
    /Latha
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaConsole
    /LucidaSans
    /LucidaSans-Demi
    /LucidaSans-DemiItalic
    /LucidaSans-Italic
    /LucidaSansUnicode
    /Mangal-Regular
    /MicrosoftSansSerif
    /MonotypeCorsiva
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /MVBoli
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Raavi
    /Shruti
    /Sylfaen
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Tunga-Regular
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /Vrinda
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 200
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 200
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 400
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <FEFF00560065007200770065006e00640065006e0020005300690065002000640069006500730065002000450069006e007300740065006c006c0075006e00670065006e0020007a0075006d002000450072007300740065006c006c0065006e00200076006f006e002000410064006f006200650020005000440046002d0044006f006b0075006d0065006e00740065006e002c00200075006d002000650069006e00650020007a0075007600650072006c00e40073007300690067006500200041006e007a006500690067006500200075006e00640020004100750073006700610062006500200076006f006e00200047006500730063006800e40066007400730064006f006b0075006d0065006e00740065006e0020007a0075002000650072007a00690065006c0065006e002e00200044006900650020005000440046002d0044006f006b0075006d0065006e007400650020006b00f6006e006e0065006e0020006d006900740020004100630072006f00620061007400200075006e0064002000520065006100640065007200200035002e003000200075006e00640020006800f600680065007200200067006500f600660066006e00650074002000770065007200640065006e002e>
    /ESP <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>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Required"  settings for PDF Specification 4.01)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


